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NOTICE: 
The hereby document belongs to M. Skłodowska-Curie‘s Greater Poland Cancer Centre in Poznan   
All rights reserved. Any changes made to this document are prohibited as well as copying and dissemination without 
publisher’s consent.  This document is shared with people engaged in personal data processing, pursuant to tasks performed in 
this regard.  

Dear Sir/Madam,  

Pursuant to Article 13 of the Regulation (EU) 2016/679 of the European Parliament and of the Council 

of 27 April on the protection of natural persons with regard to the processing of personal data and on 

the free movement of such data, and repealing Directive 95/46/EC henceforth General Data Protection 

Regulation, we hereby inform that: 

1. Greater Poland Cancer Centre, with its registred seat in 61-866 Poznań, 15 Garbary Street, is the 

administrator of your personal data. Garbary 15. 

2. In all matters connected with data processing and your data protection you may contact Personal 

Data Inspector accessible at daneosobowe@wco.pl  

3. Your personal data is processed by the Administrator in order to protect the facility and entity and 

to ensure safety on the premises of the Greater Poland Cancer Centre (in the meaning of its 

headquarters and its branches).  

4. Your personal data in the scope of image and registration plates is processed according to Article 6 

(1)(f) of General Data Protection Regulation (legitimate interest of the Administrator) in order to 

protect the facility and to ensure safety on the premises of Greater Poland Cancer Centre and 

according to article 22 (1) of the Law of 26 June 1974 - The Labor Code in order to keep secret 

information, the disclosure of which could expose the employer to damage. 

5. The Administrator takes responsibility for data confidentiality. However, due to the need to fulfil the 

processing or ensuring proper organisation of work it may disclose data to the following data 

recipients with which it has concluded separate contracts for the provision of services; entities 

providing technical and IT solutions, entities providing security and property services, entities 

controlling or other entities authorised on the basis of provisions of the law.  

6. Your personal data will be stored for no longer than 3 months from the date of recording.  In the 

event that the image recordings constitute evidence in the legal proceedings or the Administrator 

has learned that they may constitute evidence in the proceedings, the limit shall be extended until 

the final conclusion of the proceedings.  After the above-mentioned periods have elapsed, the 

image recordings obtained as a result of the monitoring containing personal data shall be 

destroyed, unless separate regulations state otherwise.  

7. The processing of personal data using the video monitoring system includes: entry roads to the 

Administrator’s facilities, the external area around the GPCC, parking spaces at the GPCC, 

entrances/exits as well as part of the area inside the hospital buildings and its centres.  

8. You have the right to: access your data, rectify it, object it, delete it after meeting the conditions of 

article 17 of GDPR, limit processing after meeting the article 18 of GDPR, the right to transfer the 
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data to another administrator, or if the processing is based on a consent then the right to withdraw 

the consent at any time without affecting the lawfulness of processing based on consent before its 

withdrawal. 

9. You also have the right to lodge a complaint to the Supervisory Authority, when you deem that the 

personal data processing violates the General Data Protection Regulation. 

10. Your personal data will not be transferred to a Third Country/ international organisation i.e., outside 

the European Union.  

11. Your personal data is not subject to automated decision making, including profiling. 

 

  


